Cyberpesten

Lees onderstaande tekst aandachtig door.

*“Wij zijn allen vertrouwd met intimidatie op het schoolplein. Cyberpesten is de online equivalent. Het*

*betrekt jonge mensen aan beide kanten van de communicatie. Cyberpesten is een groeiend probleem, hoewel weinig ouders zich ervan bewust zijn dat cyberpesten zelfs bestaat. Zij zijn zich zelden bewust van de gevaren die door cyberpesten worden veroorzaakt. Jammer genoeg verzwijgen kinderen zorgvuldig cyberpesten voor hun ouders, soms tot het te laat is.*

*Een slachtoffer van online pesterijen vertelde: ,,Iemand heeft mij een keer gehackt. M'n nickname werd: “Ik neuk iedereen”. Ik kon m'n bijnaam niet meer veranderen. Ik heb m'n MSN Messenger opnieuw moeten installeren, met een ander adres. Dat vond ik niet grappig." (*[*www.ad.nl*](http://www.ad.nl)*)*

*Cyberpesten is om het even welk soort kwelling, belediging of vernedering die via mobiele telefoon, SMS of via internettechnologie op één of andere manier gebruikt wordt om een ander kind te kwetsen, of het nu een jonger kind is of een tiener. Kenmerkend voor cyberpesten is dat het gaat om jongeren.”*

*“De anonimiteit die nieuwe media bieden, maakt dat cyberpesten een zwaardere impact heeft op het*

*slachtoffer. De pester laat zich door de aard van het medium verleiden tot de grofste beledigingen ("Je*

*moeder is een hoer") en tot zware dreigementen ("Ik heb zin om je in brand te steken"). In een sms blijken jongeren harder dan in rechtstreekse confrontaties. Maar door de anonimiteit die internet en email biedt zijn de pesterijen vaak zeer grof en kwetsend. De kwelduivel ziet niet welk effect zijn pesterijen hebben en kan dus ook geen medelijden opbrengen voor zijn slachtoffer. Tegelijk hebben ze de mogelijkheid om de pesterijen heel snel en op grote schaal te verspreiden.*

*Voor het slachtoffer is de nieuwe manier van pesten extra pijnlijk. Juist omdat het zo anoniem gebeurt, en omdat cyberpesten zo gemakkelijk je privéleven binnendringt, komt de pestboodschap des te harder aan. De gepeste wordt op de duur paranoïde, want hij weet niet wie het op hem gemunt heeft.*

*Ouders en leerkrachten hebben ook veel meer moeite om te ontdekken dat hun kind het slachtoffer is van pesterijen of zelf iemand door de mangel haalt. Ze zijn vaak niet zo bekend met de nieuwe media en hebben ook geen toegang tot het e‐mailadres, de MSN nickname of de gsm van hun spruit.*

*Onderzoek uit de ons omringende landen maakt duidelijk dat vooral jongeren tussen tien en veertien er een sport van maken hun slachtoffers via de virtuele snelweg te kwellen.*

*Cyberpesten kan vele vormen aannemen. Internet is enorm populair bij jongeren. Zowel jongere als oudere kinderen zijn er dagelijks uren mee bezig. Vaak weten hun ouders niet wat kinderen achter de computer uitspoken. Kinderen chatten met elkaar via MSN, sturen elkaar e‐mail via hotmail of andere*

*webmailprogramma’s, maken zelf websites aan, bloggen op internet, achterhalen elkaars wachtwoorden en sturen in naam van andere kinderen valse of compromitterende informatie door.”*

1. Waarom is cyberpesten volgens de tekst erger dan 'gewoon' pesten?

*Antwoord:*
Cyberpesten komt harder aan, cyberpesten vindt anoniem plaats, de pester ziet niet welk effect cyberpesten op iemand heeft, het is moeilijk voor ouders en leraren om te zien of iemand slachtoffer is van cyberpesten

1. Geef drie voorbeelden van maatregelen die een school kan nemen tegen cyberpesten.